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FIG. 3
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1
METHOD AND APPARATUS FOR
PROVIDING CLOUD SERVICE, AND SYSTEM
HAVING THE SAME

Priority to Korean patent application number No. 10-2012-
0156463 filed on Dec. 28, 2012, the entire disclosure of which
is incorporated by reference herein, is claimed.

BACKGROUND OF THE INVENTION

1. Field of the Invention

The present invention relates to an apparatus and method
for providing a cloud service, and a system including the
same, and more particularly, to an apparatus and method for
sharing contents by providing a cloud service based on a
digital living network alliance (DLNA) in a local network,
and a system including the same.

2. Discussion of the Related Art

Digital living network alliance (DLNA) standardization
for compatibility between various devices, such as a digital
audio-visual (AV) apparatus and a personal computer, which
are connected by a home network, is in continuous progress.
As such, contents such as music, moving images, and still
images may be shared between various devices within the
home network.

Devices, which are DLNA -authenticated within the home
network, are mutually compatible through wired and wireless
networks. In other words, the DLNA allows digital devices,
such as electronic appliances of different manufacturing
companies, personal computers, and wireless devices, to
share contents by connecting to each other through a wired or
wireless home network, based on a universal plug and play
(UPnP).

However, in the DLNA, contents may be shared between
indoor devices, but the contents, which are provided from an
indoor digital media server (DMS), may not be accessible
from an outdoor place.

SUMMARY OF THE INVENTION

An object of the present invention is to provide an appara-
tus and method for providing a digital living network alliance
(DLNA)-based cloud service capable of sharing all integrated
contents in an outdoor place as well as an indoor place by
providing a cloud service based on the DLNA in a local
network, and a system having the same.

In accordance with an aspect of the present invention, a
system for providing a cloud service includes an integrated
cloud providing unit which integrates contents information
which is transmitted from at least one digital media server
(DMS) which is connected to a first network, and provides
contents to a terminal which is connected through a second
network, based on the integrated contents information, and a
connection management unit which manages connection of
the terminal to the first network using identification informa-
tion of the least one DMS.

The integrated cloud providing unit integrate contents
information transmitted from the at least one digital media
server to generate an integrated contents list.

The integrated cloud providing unit may search for a uni-
form resource locator (URL) of contents which may be pro-
vided from the first DMS, based on the integrated contents
list, when the terminal selects the contents of the first DMS.

The integrated cloud providing unit may transmit the URL
of the contents selected by the terminal to the first DMS to
request the contents corresponding to the URL of the contents
selected by the terminal to be provided by streaming.
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The connection management unit may allocate identifica-
tion information of the at least one DMS to share the identi-
fication with the integrated cloud providing unit.

The identification information may include an identifier
and a password of the at least one DMS, and the connection
management unit may share the identifier with the terminal if
the terminal requests connection through the second network.

The connection management unit may block or approve
connection of the terminal to the first network according to a
result of checking the password if the terminal transmits the
password for the identifier of the first DMS.

The connection management unit may transmit an identi-
fier of the terminal and the identifier of the first DMS to the
integrated cloud providing unit if connection of the first ter-
minal to the first network is approved.

In accordance with another aspect of the present invention,
a method of providing a cloud service includes sharing, by a
connection management unit, the identification information
with an integrated cloud providing unit by allocating identi-
fication information of at least one digital media server
(DMS) which is connected by a first network, determining, by
the connection management unit, whether to approve connec-
tion of a terminal which tries to connect to the first network
through a second network using the identification informa-
tion, integrating, by the integrated cloud providing unit, con-
tents information which is transmitted from the at least one
DMS, and providing, by the integrated cloud providing unit,
contents to the terminal, based on integrated contents infor-
mation if connection of the terminal is approved.

The integrating may include integrating, by the integrated
cloud providing unit, the contents information to generate an
integrated contents list, and searching, by the integrated cloud
providing unit, for a uniform resource locator (URL) of con-
tents which may be provided from the first DMS, based on the
integrated contents list, when the terminal selects the contents
of the first DMS.

The integrated cloud providing unit may transmit the URL
of the contents selected by the terminal to the first DMS to
request the contents corresponding to the URL of the contents
selected by the terminal to be provided by streaming.

The identification information may include an identifier
and a password of the at least one DMS, wherein the sharing
includes sharing, by the connection management unit, the
identifier with the terminal if the terminal requests connection
through the second network, and blocking or approving, by
the connection management unit, connection of the terminal
to the first network according to a result of checking the
password if the terminal transmits the password for the iden-
tifier of the first DMS.

The sharing may include transmitting, the connection man-
agement unit, an identifier of the terminal and the identifier of
the first DMS to the integrated cloud providing unit if con-
nection of the first terminal to the first network is approved.

In accordance with yet another aspect of the present inven-
tion, a n apparatus for providing a cloud service includes a
contents integration unit which integrates contents informa-
tion which is transmitted from at least one digital media
server (DMS) which is connected to a first network, a contents
search unit which searches for contents which is selected by
a terminal which is connected through a second network
based on the integrated contents information, and a contents
providing unit which requests contents selected by the termi-
nal to be provided to the at least one DMS.

In accordance with further yet another aspect of the present
invention, a method of providing a cloud service includes
integrating contents information which is transmitted from at
least one digital media server (DMS) which is connected to a
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first network, searching for contents which is selected by a
terminal which is connected through a second network based
on the integrated contents information, and requesting con-
tents selected by the terminal to be provided to the at least one
DMS.

In accordance with further yet another aspect of the present
invention, an apparatus for providing a cloud service includes
an allocation unit which allocates identification information
of at least one digital media server (DMS) which is connected
to a first network, a connection confirmation unit which deter-
mines whether to approve connection to the first network
using the identification information of the at least one DMS if
a terminal requests connection to the first network through a
second network, and an information management unit which
requests an identifier to the terminal if connection of the
terminal to the first network is approved.

In accordance with further yet another aspect of the present
invention, a method of providing a cloud service includes
allocating identification information of at least one digital
media server (DMS) which is connected to a first network,
determining whether to approve connection to the first net-
work using the identification information of the at least one
DMS if a terminal requests connection to the first network
through a second network, and requesting an identifier to the
terminal if connection of the terminal to the first network is
approved.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a diagram illustrating an example of a system for
providing a digital living network alliance (DLNA)-based
cloud service according to an embodiment of the present
invention;

FIG. 2 is a block diagram schematically illustrating an
integrated cloud providing unit according to an embodiment
of the present invention;

FIG. 3 is a block diagram schematically illustrating a con-
nection management unit according to an embodiment of the
present invention;

FIG. 4 is a diagram illustrating a method of integrating
contents within a home network based on the DLNA accord-
ing to an embodiment of the present invention;

FIG. 5 is a flowchart illustrating a method in which a
terminal located in an outdoor place connects to a DLNA-
based home network according to an embodiment of the
present invention; and

FIG. 6 is a flowchart illustrating a method of providing a
DLNA-based cloud service according to an embodiment of
the present invention.

DETAILED DESCRIPTION OF THE
EMBODIMENTS

Hereinafter, embodiments of the present invention will be
described in detail with reference to the accompanying draw-
ings so that they can be readily implemented by those skilled
in the art.

Hereinafter, some embodiments of the present invention
are described in detail with reference to the accompanying
drawings in order for a person having ordinary skill in the art
to which the present invention pertains to be able to readily
implement the invention. It is to be noted the present inven-
tion may be implemented in various ways and is not limited to
the following embodiments. Furthermore, in the drawings,
parts not related to the present invention are omitted in order
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4

to clarify the present invention and the same or similar refer-
ence numerals are used to denote the same or similar ele-
ments.

Terms such as “including,” “having,” “consist of” may be
intended to indicate a plurality of components unless the
terms are used with the term “~only”. In the case where a
position relationship between two items are described with
the terms “on ~,” “on the top of ~,” or the like, one or more
items may be interposed therebetween unless a description is
given without the term “directly”.

The objects and effects of the present invention can be
naturally understood or become clear by the following
description, and the objects and effects of the present inven-
tion are not restricted by the following description only.

The objects, characteristics, and merits will become more
apparent from the following detailed description. Further-
more, in describing the present invention, a detailed descrip-
tion of a known art related to the present invention will be
omitted if it is deemed to make the gist of the present inven-
tion unnecessarily vague. A preferred embodiment in accor-
dance with the present invention is described in detail below
with reference to the accompanying drawings.

FIG. 1 is a diagram illustrating an example of a system for
providing a digital living network alliance (DLNA)-based
cloud service according to an embodiment of the present
invention.

As illustrated in FIG. 1, a system 10 for providing a per-
sonal cloud service based on DLNA according to an embodi-
ment of the present invention includes an integrated cloud
providing unit 100, a connection management unit 200, a
digital media servers (DMS) (300,-300,) and terminals
(400,-400, ; hereinafter, integrally referred to as reference
numeral 400).

The integrated cloud providing unit 100 integrates all con-
tents information transmitted from DMS (300,-300,) con-
nected by the home network as well as its own contents to
provide a cloud service based on the DLNA, and transmits the
contents which have been requested by the terminal 400
through the communication network 30 based on the inte-
grated contents information. Such an integrated cloud pro-
viding unit 100 may be a TCP/IP-based server which may
transmit contents through an indoor/outdoor network, and
plays a role of a server device which provides computing
resources in a general cloud service based on the DLNA. The
home network 20 according to an embodiment of the present
invention is a local network which shares and replays moving
images, music files, and still images that are stored in an
indoor personal computer, a mobile phone, a camera, etc.,
based on the DNLA, and the communication network 30 is an
external network which is externally connected to connect to
the indoor home network 20, and includes a mobile commu-
nication network and an Internet network.

In detail, the integrated cloud providing unit 100 is inter-
nally (indoor) connected to the connection management unit
200 and the DMS (300,-300,) through the home network 20.
The integrated cloud providing unit 100 receives uniform
resource locator (URL) information of all contents held by
each DMS (300,-300,) which provides different contents,
and collects the information and generates an integrated con-
tents list. In other words, the integrated contents list is gen-
erated by classifying the URL of contents which may be
provided for each DMS (300,-300,,) as well as contents which
may be provided in the cloud providing unit 100 and then
collecting the URL information. The integrated contents list
according to an embodiment of the present invention may be
generated by integrating all contents which are transmitted
from the DMS (300,-300,,) without distinction for each DMS

29 <
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(300,-300,). Here, the contents may include various media
types such as songs of an MP3 player, a slide of still images,
movies in a DVD-jukebox, a TV schedule, AV files, etc.

Furthermore, the integrated cloud providing unit 100 is
externally (outdoor) connected to the terminal 400 through
the communication network 30. If the terminal 400 is con-
nected through the communication network 30 and requests
contents, the integrated cloud providing unit 100 searches for
the contents from the integrated contents list, and sets the
contents to be provided by streaming.

The connection management unit 200 allocates identifica-
tion information to the DMS (300,-300,), and stores the
identification information. Here, the identification informa-
tion is an identifier for distinguishing each DMS (300,-300,,)
and a password corresponding thereto. If a connection is
requested through the communication network 30 in order for
the terminal 400 to request contents, the connection manage-
ment unit 200 shares the identifier of each DMS (300,-300,,),
which is connected to the home network 20, with the terminal.
If a password for a specific DMS which the user tries to
connect to through the terminal 400, the connection manage-
ment unit 200 checks the password. IF the password is cor-
rect, the connection management unit 200 requests the iden-
tifier such as the IP address, the Mac address, and the phone
number of the terminal 400. The connection management unit
200 transmits the identifier of the terminal 400 and the iden-
tifier of the DMS to the integrated cloud providing unit 100 to
notify that the terminal 400 in an outdoor place requests
contents. According to an embodiment of the present inven-
tion, the identifier has been requested to the terminal 400
which is connected through the connection management unit
200, but the embodiments of the present invention are not
limited thereto, and if the terminal 400 is connected in a state
where the terminal 400 has been registered in advance,
through the connection management unit 200, the terminal
may be identified by using advance-registered information
without a process of requesting a separate identifier.

The DMS (300,-300,) provides contents on the home net-
work 20. Here, a set-top box, a desktop computer, a notebook
personal computer which supports mobility, etc. may play a
role of the DMS. The DMS (300,-300,,) may perform a func-
tion of a digital media player (DMP) which selects media
contents on the home network and replays the selected con-
tents. If the integrated cloud providing unit 100 requests
transmission of the contents to the terminal 400, the DMS
(300,-300, ) provides the contents by streaming.

The terminal 400 is a terminal which allows a communi-
cation function using a communication network 30 such as a
mobile communication network or an Internet network. The
terminal 400 may be a general personal computer such as a
desktop computer as well as a mobile device such as a smart
phone or a tablet PC. Furthermore, the terminal 400 may be a
terminal connected by a private IP as well as a terminal
connected by a public IP from an outdoor place.

It was illustrated above that the integrated cloud providing
unit 100 and the connection management unit 200 separately
operate, but one or more embodiments of the present inven-
tion are not limited thereto, and the integrated cloud provid-
ing unit 100 and the connection management unit 200 may be
integrated into one device and perform the same function.

FIG. 2 is a block diagram schematically illustrating an
integrated cloud providing unit according to an embodiment
of the present invention.

As illustrated in FIG. 2, the integrated cloud providing unit
100 according to an embodiment of the present invention
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6

includes a contents integration unit 110, a contents search unit
120, a contents providing unit 130, and a communication unit
140.

The contents integration unit 110 requests each DMS
(300,-300,) to transmit all contents information which may
be provided from the DMS (300,-300,) connected on the
home network 20. Here, the contents information includes
URL information through which the user may connect to the
contents. The contents integration unit 110 receives all con-
tents information from the DMS (300,-300,). The contents
integration unit 110 collects all transmitted contents informa-
tion as well as its own contents to generate an integrated
contents list. The contents integration unit 110 transmits the
integrated contents list to the contents search unit 120.

The contents search unit 120 receives the integrated con-
tents list from the contents integration unit 110 and stores the
integrated contents list. Furthermore, after the terminal 400
connects to the connection management unit 200 through the
communication network 300, if the contents of the specific
DMS is requested, the contents search unit 120 receives the
identifier of the specific DMS and the identifier of the termi-
nal 400 from the connection management unit 200. The con-
tents search unit 120 searches for the URL of the contents,
which may be provided from the specific DMS, based on the
integrated contents list. The contents search unit 120 trans-
mits the URL of the contents, which may be provided from
the specific DMS, to the contents providing unit 130. It was
illustrated above that the URL of the contents is provided
form a specific DMS, but one or more embodiments of the
present invention are not limited thereto, and the entire URL
included in the integrated contents list may be provided or
only the URL of the contents requested by the user may be
provided.

The contents providing unit 130 receives the URL of the
contents which may be provided from the specific DMS, and
the identifier of the terminal 400, from the contents search
unit 120. The contents providing unit 130 transmits the URL
of the contents which may be provided from the specific
DMS, to the terminal 400 through the communication unit
140. Furthermore, if the user selects one of the URLs of the
contents which are provided from the specific DMS, through
the terminal 400, the contents providing unit 130 transmits
the identifier of the terminal 400 and the URL of the contents
to the specific DMS to request to providing the contents
selected by the user of the terminal 400 by streaming.

The communication unit 140 performs communication
with the connection management unit 200 through the home
network 20 so that the cloud service may be possible based on
the DLNA, and performs communication with the terminal
400 through the communication network 30. For example, the
communication unit 140 transmits the integrated contents list
to the terminal 400 through the communication network 30,
or notifies the contents providing unit 130 of the URL of the
contents selected by the terminal among the integrated con-
tents list. Furthermore, ifthe identifier of the terminal 400 and
the identifier of the specific DMS are transmitted from the
connection management unit 200 through the home network
20, the communication unit 140 transmits the identifier of the
terminal 400 and the identifier of the specific DMS to the
contents providing unit 130.

FIG. 3 is a block diagram schematically illustrating a con-
nection management unit according to an embodiment of the
present invention.

As illustrated in FIG. 3, the connection management unit
200 according to an embodiment of the present invention
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includes an allocation unit 210, a connection confirmation
unit 220, an information management unit 230, and a com-
munication unit 240.

The allocation unit 210 allocates the identifier and pass-
word for the DMS (300,-300,,) connected through the home
network. Furthermore, the allocation unit 210 shares the iden-
tifier and password of the DMS (300,-300,) with the connec-
tion confirmation unit 220 and the integrated cloud providing
unit 100.

If the terminal 400 requests connection to request the con-
tents, the connection confirmation unit 220 shares the identi-
fier of the DMS (300,-300,)) connected to the home network,
with the terminal 400. If the user inputs the password for the
specific DMS, the connection confirmation unit 220 deter-
mines whether the password allocated to the specific DMS
coincides with the inputted password. If the password allo-
cated to the specific DMS coincides with the inputted pass-
word, the connection confirmation unit 220 informs the infor-
mation management unit 230 of the coincidence. If the
password allocated to the specific DMS does not coincide
with the inputted password, the connection confirmation unit
220 blocks the connection of the terminal 400 to the indoor
network. It is assumed here that the terminal 400 shares the
password with the identifier of the DMS (300,-300,) in
advance before the terminal 400 connects to an indoor place.

If the password allocated to the specific DMS coincides
with the inputted password, the information management unit
230 requests the identifier of the terminal 400. The informa-
tion management unit 230 receives the identifier of the ter-
minal 400, and transmits the identifier of the specific DMS
and the identifier of the terminal 400 to the integrated cloud
providing unit 100.

The communication unit 240 performs communication
with the integrated cloud providing unit 100 through the
home network 20 so that the cloud service is possible based
on the DLNA, and performs communication with the termi-
nal 400 through the communication network 30. For example,
if the terminal 400 tries connection through the communica-
tion unit 240 to request the contents, the communication unit
240 transmits the identifier of the DMS (300,-300,,) to the
terminal 400 to sharing or receives the identifier of the termi-
nal 400 and transmits the identifier of the terminal 400 to the
information management unit 230. Furthermore, the commu-
nication unit 240 transmits the identifier of the DMS and the
identifier of the terminal 400 to the integrated cloud providing
unit 100 through the home network 20.

FIG. 4 is a diagram illustrating a method of integrating
contents within a home network based on the DLNA accord-
ing to an embodiment of the present invention.

As illustrated in FIG. 4, the integrated cloud providing unit
100 transmits the connection request message to the DMS
(300,-300,,) connected to the home network 20 to start con-
tents integration within the home network based on the
DLNA according to an embodiment of the present invention
(S8100). The DMS (300,-300,) transmits the approval mes-
sage to the integrated cloud providing unit 110 in response to
the connection request message (S110).

The integrated cloud providing unit 100 transmits the con-
tents request message to each DMS (300,-300,,) to request all
contents information which may be provided (S120). Then
the DMS (300,-300, ) transmits the contents sharing message
including the contents information to the integrated cloud
providing unit 100 (S130).

The integrated cloud providing unit 100 analyzes the con-
tents-sharing message to determine from which DMS the
message has been transmitted, and matches the identifier for
the DMS to the contents information and stores the matching
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result (S140). The integrated cloud providing unit 100 gen-
erates the integrated contents list by collecting the matching
result as well as its own contents (S150).

The integrated cloud providing unit 100 transmits the con-
nection termination message to the DMS (300,-300,) to
notify that the generation of the integrated contents list has
been completed, and thus the sharing of the contents may be
terminated (S160).

FIG. 5 is a flowchart illustrating a method in which a
terminal located in an outdoor place connects to a DLNA-
based home network according to an embodiment of the
present invention.

As illustrated in FIG. 5, the connection management unit
200 allocates the identifier and password for each DMS
(300,-300,) which is connected through the home network 20
before the terminal located in an outdoor place according to
an embodiment of the present invention connects to the home
network based on the DLNA (S200).

The terminal 400 transmits the connection request message
to the connection management unit 200 through an external
communication network 30 to request contents (S210). Then
the connection management unit 200 determines that the
terminal 400 has attempted connection to request the con-
tents, and shares the identifier of the DMS (300,-300,,) con-
nected to the home network, with the terminal 400. That is,
the connection management unit 200 transmits the identifi-
cation information message including the identifier of the
DMS (300,-300,), to the terminal (S220).

The terminal 400 analyzes the identification information
message and selects a specific DMS from the identifier of
each DMS (300,-300,) (S230). Furthermore, the terminal
400 transmits the response message including the password
allocated according to the DMS, to the connection manage-
ment unit 200 (S240).

The connection management unit 200 analyzes the
response message, and determines whether the password
transmitted through the terminal 400 coincides with the pass-
word allocated according to the specific DMS (S250).

As a result of step S250, if the password allocated accord-
ing to the specific DMS coincides with the transmitted pass-
word, the connection management unit 200 transmits a ter-
minal information request message which requests the
identifier of the terminal 400 (S260). The terminal 400 trans-
mits the terminal information response message including its
own identifier to the connection management unit 200
(S270). The connection management unit 200 receives the
identifier of the terminal 400 and stores the identifier.

As a result of determination in step S250, if the password
allocated according to the specific DMS does not coincide
with the transmitted password, the connection management
unit 200 transmits the connection termination message to
block the connection of the terminal 400 to the indoor net-
work (S280).

FIG. 6 is a flowchart illustrating a method of providing a
DLNA-based cloud service according to an embodiment of
the present invention.

As illustrated in FIG. 6, the connection management unit
200 according to an embodiment of the present invention
allocates the identifier and password of the DMS (300,-300, )
connected to the home network 20. Furthermore, the connec-
tion management unit 200 shares the identifier and password
of'the DMS (300,-300,,) with the integrated cloud providing
unit 100 (S300).

The integrated cloud providing unit 100 receives informa-
tion on the identifier and password of the DMS (300,-300,)
from the connection management unit 200. The integrated
cloud providing unit 100 integrates all contents information
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provided from the DMS (300,-300,,) connected by the home
network 20 as well as its own contents to generate an inte-
grated contents list (S310).

At this time, when the terminal 400 located in an outdoor
place attempts communication with the indoor network to
request contents, the connection management unit 200 shares
the identifier of the DMS (300,-300, ) connected to the home
network, with the terminal 400 (S320). If the user inputs the
password for the specific DMS, the connection management
unit 200 determines whether the password allocated to the
specific DMS coincides with the inputted password (S330).

As a result of the determination of step S330, if the pass-
word allocated to the specific DMS coincides with the input-
ted password, the connection management unit 200 requests
the identifier of the terminal 400. The terminal transmits its
own identifier to the connection management unit 200. The
connection management unit 200 receives the identifier of the
terminal 400 and transmits the identifier of the terminal 400
and the identifier of the specific DMS to the integrated cloud
providing unit 100 to notify that the terminal 400 located in an
outdoor place requests provision of the contents (S350). The
integrated cloud providing unit 100 searches for the URL of
the contents which may be provided in the specific DMS,
based on the integrated contents list. The integrated cloud
providing unit 100 transmits the URL of the contents which
may be provided from the specific DMS, to the terminal 400
(S360).

If the user selects one of the URLs of contents which are
provided from the specific DMS, the integrated cloud provid-
ing unit 100 transmits the URL of the selected contents to the
specific DMS so that the contents may be provided by stream-
ing (S370).

Furthermore, as a result of the determination in step S330,
if the password allocated to the specific DMS does not coin-
cide with the inputted password, the connection management
unit 200 blocks connection of the terminal 400 to the indoor
network (S380).

According to the above-described apparatus and method
for providing a cloud service, and the system having the same,
all contents may be integrated and shared between indoor
devices through a DLLNA-based cloud service, and integrated
contents may be provided to a terminal which is located in an
outdoor place as well as an indoor place.

Furthermore, according to embodiments of the present
invention, as the indoor integrated contents are provided to a
terminal located in an outdoor place by streaming, various
contents may be provided in real time without a separate
conversion process for transmitting contents.

Furthermore, according to embodiments of the present
invention, a DLNA-based cloud service may be provided to
various terminals which are approached from an outdoor
place as indoor integrated contents are provided to terminals
which are connected by a private IP as well as terminals which
are connected by a public IP from an outdoor place.

Furthermore, according to embodiments of the present
invention, contents may be easily provided to terminals in an
outdoor place by using indoor integrated contents without an
inconvenient process that individual connections with the
digital media server are made to receive contents from an
outdoor place.

A person having ordinary skill in the art to which the
present invention pertains may change and modify the present
invention in various ways without departing from the techni-
cal spirit of the present invention. Accordingly, the present
invention is not limited to the above-described embodiments
and the accompanying drawings.
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Inthe above exemplary system, although the methods have
been described based on the flowcharts in the form of a series
of steps or blocks, the present invention is not limited to the
sequence of the steps, and some of the steps may be per-
formed in a different order from that of other steps or may be
performed simultaneous to other steps. Furthermore, those of
ordinary skill in the art will understand that the steps shown in
the flowchart are not exclusive and the steps may include
additional steps or that one or more steps in the flowchart may
be deleted without affecting the scope of the present inven-
tion.

What is claimed is:

1. A system for providing a cloud service, the system
comprising:

an integrated cloud providing server configured to inte-

grate contents information which is transmitted from a
plurality of digital media servers (DMSs) which are
connected to a first network, and provide contents to a
terminal which is connected through a second network,
based on the integrated contents information; and

a connection management server configured to manage

connection of the terminal to the first network using
identification information of the DMSs,

wherein the integrated cloud providing server classifies

first contents in the integrated cloud providing server
and second contents from the DMSs such that the inte-
grated cloud providing server generates an integrated
contents list including uniform resource locator (URL)
information of the second contents,

wherein the integrated contents list is transmitted to the

terminal,
wherein the integrated cloud providing server generates the
integrated contents list by sending a content request
message requesting contents information regarding con-
tents that the DMSs maintain, to each of the DMSs in the
first network, and receives the contents information,

wherein the connection management server allocates origi-
nal identifiers and passwords to the DMSs before receiv-
ing a request from the terminal,

wherein the DMSs have different original identifiers and

different passwords from each other such that access
approval to a first one of the DMSs is made by pairing the
original identifier and the password of the first DMS,

wherein a set of identifiers for the DMSs is generated in a

range of at least one DMS available at the time of each
access request message through the second network
from the terminal, and shared with the terminal through
an identification information message, and

wherein the contents selected by the terminal are transmit-

ted to the terminal by streaming through the first network
and the second network.

2. The system of claim 1, wherein the integrated cloud
providing server searches for a URL of contents to be pro-
vided from the first DMS, based on the integrated contents
list, when the terminal selects the contents of the first DMS.

3. The system of claim 2, wherein the integrated cloud
providing server transmits the URL of'the contents of the first
DMS selected by the terminal to the first DMS to request the
contents corresponding to the URL of'the contents of the first
DMS selected by the terminal to be provided by streaming.

4. The system of claim 1, wherein the connection manage-
ment server blocks or approves connection of the terminal to
the first network according to a result of checking the pass-
word if the terminal transmits the password for an identifier of
a first DMS.

5. The system of claim 1, wherein the connection manage-
ment server transmits an identifier of the terminal and the
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identifier of the first DMS to the integrated cloud providing
server if connection of the first terminal to the first network is
approved.
6. A method of providing a cloud service, the method
comprising:
sharing, by a connection management server, identification
information with an integrated cloud providing server by
allocating identification information of a plurality of
digital media servers (DMSs) which are connected by a
first network;
determining, by the connection management server,
whether to approve connection of a terminal which tries
to connect to the first network through a second network
using the identification information of the DMSs;

integrating, by the integrated cloud providing server, con-
tents information which is transmitted from the DMSs;
and
providing, by the integrated cloud providing server, con-
tents to the terminal, based on integrated contents infor-
mation if connection of the terminal is approved,

wherein the integrated cloud providing server classifies
first contents in the integrated cloud providing server
and second contents from the DMSs such that the inte-
grated cloud providing server generates an integrated
contents list including uniform resource locator (URL)
information of the second contents,

wherein the integrated content list is transmitted to the

terminal,
wherein the integrated cloud providing server generates the
integrated contents list by sending a content request
message requesting contents information regarding con-
tents that the DMSs maintain, to each of the DMSs in the
first network, and receives the contents information,

wherein the connection management server allocates origi-
nal identifiers and passwords to the DMSs before receiv-
ing a request from the terminal,

wherein the DMSs have different original identifiers and

different passwords from each other such that access
approval to a first one of the DMSs is made by pairing the
original identifier and the password of the first DMS,

wherein a set of identifiers for the DMSs is generated in a

range of at least one DMS available at the time of each
access request message through the second network
from the terminal, and shared with the terminal through
an identification information message, and

wherein the contents selected by the terminal are transmit-

ted to the terminal by streaming through the first network
and the second network.

7. The method of claim 6, wherein the integrating com-
prises:

searching, by the integrated cloud providing server, for a

URL of contents to be provided from the first DMS,
based on the integrated contents list, when the terminal
selects the contents of the first DMS.

8. The method of claim 6, wherein the integrated cloud
providing server transmits the URL of the contents of the first
DMS selected by the terminal to the first DMS to request the
contents corresponding to the URL of the contents of the first
DMS selected by the terminal to be provided by streaming.

9. The method of claim 6, wherein

the connection management server blocks or approves con-

nection of the terminal to the first network according to
a result of checking the password if the terminal trans-
mits the password for an identifier of the first DMS.

10. The method of claim 9, wherein

the connection management, server transmits an identifier

of the terminal and the identifier of the first DMS to the
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integrated cloud providing server if connection of the
first terminal to the first network is approved.

11. An apparatus for providing a cloud service, the appa-

ratus comprising a processor configured to:

integrate contents information which is transmitted from a
plurality of digital media servers (DMSs) which are
connected to a first network;

search for contents which are selected by a terminal which
is connected through a second network based on the
integrated contents information; and

request contents selected by the terminal to be provided to
the DMSs,

wherein the processor classifies first contents in a memory
of the apparatus for providing an integrated cloud and
second contents from the DMSs such that the processor
generates an integrated contents list including URL
information of the second contents,

wherein the integrated content list is transmitted to the
terminal,

wherein the processor generates the integrated contents list
by sending a content request message requesting con-
tents information regarding content that the DMSs
maintain, to each of the DMSs in the first network, and
receiving the contents information,

wherein the processor allocates original identifiers and
passwords to the DMSs before receiving a request from
the terminal,

wherein the DMSs have different original identifiers and
different passwords from each other such that access
approval to a first one of the DMSs is made by pairing the
original identifier and the password of the first DMS,

wherein a set of identifiers for the DMSs is generated in a
range of at least one DMS available at the time of each
access request message through the second network
from the terminal, and shared with the terminal through
an identification information message, and

wherein the contents selected by the terminal are transmit-
ted to the terminal by streaming through the first network
and the second network.

12. A method of providing a cloud service by an integrated

cloud providing server, the method comprising:

integrating contents information which is transmitted from
a plurality of digital media servers (DMSs) which are
connected to a first network;

searching for contents which are selected by a terminal
which is connected through a second network based on
the integrated contents information; and

requesting contents selected by the terminal to be provided
to the DMSs,

wherein the integrated cloud providing server classifies
first contents in the integrated cloud providing server
and second contents from the DMSs such that the inte-
grated cloud providing server generates an integrated
contents list including uniform resource locator (URL)
information of the second contents,

wherein the integrated content list is transmitted to the
terminal,

wherein the integrated cloud providing server generates the
integrated contents list by sending a content request
message requesting contents information regarding con-
tents that the DMSs maintain, to each of the DMSs in the
first network, and receives the contents information,

wherein the connection management server allocates origi-
nal identifiers and passwords to the DMSs before receiv-
ing a request from the terminal,

wherein the DMSs have different original identifiers and
different passwords from each other such that access
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approval to a first one of the DMSs is made by pairing the
original identifier and the password of the first DMS,
wherein a set of identifiers for the DMSs is generated in a
range of at least one DMS available at the time of each
access request message through the second network 5
from the terminal, and shared with the terminal through
an identification information message, and
wherein the contents selected by the terminal are transmit-
ted to the terminal by streaming through the first network
and the second network. 10
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